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PRIVAC

Y IMPACT ASSI

For the

=SSMENT (PIA)

Reception Battaj

ion Automated Supp

ort System (RECBASS)

U.S Army T

Faining and Doctrine ¢

Command (TRADOC)

SECTION 1: IS A PIA REQUIRED?

a. Will this Department of Defénse (DoD) informatic

information (referred to as an
maintain, use, and/or dissem

inate PIl about memb

"electronic collectio

contractors or foreign nationals employed at U.S.

one option from the choices

(] (1) Yes, from members of the general public.

[] (2) Yes, from Federal personn
X
[l 4) No

* "Federal personnel" are referred to in

(3) Yes, from both members of

b. If "No," ensure that DITPR
for the reason(s) why a PIA is
collection is not in DITPR, ens
documentation.

c. If "Yes," then a PIA is required. Proceed to Secti

$

low. (Choose (3) fo

eI* and/or Federal contra

the general public and F

the DoD IT Portfolio Repog

pr the authoritative d
hot required. If the D
ire that the reason(s

)

dn system or electronic collection of

' for the purpose of this form) collect,

rs of the public, Federal personnel,

ilitary facilities internationally? Choose
foreign nationals).

ctors.

rederal personnel and/or Federal contractors.

itory (DITPR) as "Federal employees."

atabase that updates DITPR is annotated
oD information system or electronic

are recorded in appropriate

on 2.
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SECTION 2: PIA SUMMARY INFORMATION

a. Why is this PIA being created or updated? Choose one:

[l New DoD Information Sys{em M New Electronic Collection

<] Existing DoD Information $ystem ] Existing Electronic Collection
M Significantly Modified Do} Information
System

b. Is this DoD information system registered in the DITPR or the DoD Secret Internet Protocol
Router Network (SIPRNET) IT Registry?

X Yes, DITPR Enter D|TPR System Identification Number 6481 (DA05341)

. Yes, SIPRNET Enter SIPRNET Identification Number

M No

c. Does this DoD information syjtem have an IT investment Unique Project Identifier (UPI), required
by section 53 of Office of Management and Budget (OMB) Circular A-11?

M Yes No

If "Yes," enter UPI

If unsure, consult the Component IT Budget Roint of Contact to obtain the UPI.

d. Does this DoD information system or electronic collection require a Privacy Act System of
Records Notice (SORN)?

A Privacy Act SORN is required if the information system or electronic collection contains information about U.S. citizens

or lawful permanent U.S. residents that |s retrieved by name or other unique identifier. PIA and Privacy Act SORN
information should be consistent.

4 Yes [C]  No

If "Yes," enter Privacy Act SORN |identifier Pending New SORN approval A0601-270X TRADOC

DoD Component-assigned ddsignator, not the Federal Register number.
Consult the Component Privacy Office for additional information or
access DoD Privacy Act SORNs at; http://www.defenselink.mil/privacy/notices/

or

Date of submission for approval t¢ Defense Privacy Office
Consult the Component Frivacy Office for this date
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e. Does this DoD information system or electronic collection have an OMB Control Number?
Contact the Component Information Management Control Offiger or DoD Clearance Officer for this information.

This number indicates OMB ap
regardless of form or format.

roval to collect data from 10 or more members of the public in a 12-month period

M Yes
Enter OMB Control Nymber
Enter Expiration Date

X No

f. Authority to collect information. A Federal law, Exe

cutive Order of the President (EO), or DoD
requirement must authorize the collection and mainte

pance of a system of records.

(1) If this system has a Priva
SORN should be the same.

by Act SORN, the autharities in this PIA and the existing Privacy Act

(2) Cite the authority for this I
and/or disseminate PII. (If md

DoD information system
Itiple authorities are cits

or electronic collection to collect, use, maintain
2d, provide all that apply.)

(a) Whenever possiblg, cite the specific prov

sions of the statute and/or EO that authorizes
the operation of the system and the collection of Pl

(b) If a specific statutg or EO does not exist, determine if an indirect statutory authority can
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be cited. An indirect authority
a program, the execution of wi

(c) DoD Components
housekeeping”) as the primary
statute within the DoD Compo

may be cited if the auth
hich will require the coll

can use their general s
authority. The require
nent should be identifie

ority requires the operation or administration of
ection and maintenance of a system of records.

atutory grants of authority (“internal

ment, directive, or instruction implementing the
d.

10 U.S.C. 3013, Secretary of th
Secretary of the Navy; DoD Di

S. Military Processing Comman
amended.

d Integrated Resources

e Army, 10 U.S.C. 8013,
rIctive 1145.2, United St3
Army Regulation 601-270, Military Entrance Processing

Secretary of the Air Force, 10 U.S.C. 5013,
tes Military Entrance Processing Command:
Station (MEPS); MEPCOM Regulation 680-3, U.
System (USMIRS); and E.O. 9397 (SSN), as
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g. Summary of

should be consistent with se¢

(1) Describe

DoD informat

the purpose o

on system or electrg
Lurity guidelines for

this DoD information

nic collection. Answers to these questions
release of information to the public.

system or electronic collection and briefly

describe the types of persorlnal information about irpdividuals collected in the system.

RECBASS legacy functionality is b
be integrated into DIMHRS and A4
decommissioned. Date of move IAW DIMHRS fielding.

System is in the Operations and S
System boundaries are self contai

RECBASS: The Reception Battalion Automated Support System (RECBASS) is a software/database used
by the five Army Reception Battalipns (Forts Knox, Benning, Sill, Jackson, and Leonard Wood) to manage
the initial Army in-processing of nqw inductees and prior service personnel. These include Active, Reserve,
and Guard components; and Individual Ready Reserve du ing mobilization. The system is used prior to
assignment to an Initial Military Training Unit.
eing moved into two ma|
C-IAA systems, at whicl

Lipport lifecycle. System
ed in its accreditation boundary. The hardware/software used at Fort

Eustis is for testing and developmgnt only. Interconnections are to the Army Recruiting Information Support
System (ARISS), Army Training R¢quirements and Resour
Personnel Office (eMILPO), Defenge Joint Military Pay Sys
Management System (RITMS), Intggrated Retail Module (IRM) and Mobilization Processing Personnel
System (MOBPERS). System back-ups are performed daily

or IT architectures: RECBASS functionality will
1 time the legacy RECBASS system will be

Owner is assigned to Army Accession Command.
ces System (ATRRS), electronic Military

tem (DJMS), Resident Individual Training

at each installation.

(2) Briefly describe the privdcy risks associated wi

addressed to safeguard privacy.

th the PII collected and how these risks are

Due to the level of safeguarding, we believe the risk to individu
providing an individual the opportun
maintained, updated or verified.

ty to object or consent is

als’ privacy to be minimal. The risk associated with
hat the individual’s personal information can not be

h. With whom will the PII be shared through data exch
outside your Component (e.g., ott

X
Specify.

Other DoD Components.

Specify.

er DoD Component

Within the DoD Component.

nge, both within your DoD Component and
, Federal Agencies)? Indicate all that apply.

U.S. Army Trai
Training Requi

Agency, U.S.

Command, Proyost Marshail General
gement and Comptro

(Financial Man

hing and Doctrine Conj
ements and Resourcel
chain of command, Department of Ar

my Criminal Investig

mand Headquarters, Army G-1 (Army

s System), Army Staff Principals in the

Yy Inspector General, Army Audit

tion Command, Intelligence and Security
Assistant Secretary of the Army

ler) and unit commanders.

Internal DoD ag
request in supp

encies that would obtain access to Pl in this system, on
prt of an authorized in

estigation or audit, may include
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Department o
Service.

Detense Inspector Géneral and Defense Criminal Investigation

[[] Other Federal Agencies.

Specify. lﬁone

[[] State and Local Agencies.

Specify. [@ne

[[] Contractor (Enter name and

describe the language in the contract that safeguards PIl.)

Specify. RAYTHEON (P
contractors will

required to proc

Contract language: Must maintain inform

ime), CAPSTONE(sub),
be managing the develog

£SS and maintain sensiti

PROSOFT (sub); in their roles as TSDD
ment, test and production environments.
ation assurance and access controls

e data and data subject to the Privacy Act.

[] Other (e.g., commercial prov

ders, colleges).

Specify. [None

Do individuals have the oppor

Yes

(1) If"Yes," describe method by which individuals

[l No

funity to object to the collection of their PII?

can object to the collection of PII.

The Soldier can read the Privacy A
out during the in-processing with P
opportunity to object at that time. A
are furnished appropriate Privacy s

bt Statement located on {
A\B. They are also verba
b individuals initially prov|

he DA and DOD form that they are required to fill
ly informed of the Privacy Act and given the
de PII to the Army for personnel purposes they

atements and given the opportunity to object at that time.

(2) If"No," state the reason

vhy individuals cannot

object.

N/A.

j- Do individuals have the opportunity to consent to the specific uses of their PlI?

DDF

[ Yes X

(1) If "Yes," describe the met

No

nod by which individua

Is can give or withhold their consent.

N/A
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(2) 1f"No," state the reason|why individuals cannat give or withhold their consent.

When individuals initially provide HIl to the Army for personnel purposes they are furnished appropriate
Privacy Act Statements and given the opportunity to object/consent at that time. Therefore, all information is
obtained previously and the system-to-system interface doés not provide alterations to the user's ability to
give/withhold consent during this phase of the lifecycle.

k. What information is provided t¢ an individual when asked to provide Pll data? Indicate all that
apply.

Privacy Act Statement M Privacy Advisory
[T Other [ None

Describe |Individuals are furnished Privacy Statement on the forms they complete. No information is provided
each to the individual record $ubject from this system, however, information on the individual is available in
applicable |printable form and can he retrieved only by those authorized to print in the performance of their
format. duties.
The Soldier can read th¢ Privacy Act Statement |ocated on the DA and DOD form that they are
required to fill out durind the in-processing with Public Affairs Branch (PAB). They are also verbally
informed of the Privacy Act and given the opportlnity to object at that time. As individuals initially
provide PII to the Army for personnel purposes they are furnished appropriate Privacy statements and
given the opportunity to jpbject at that time.
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