MEMORANDUM FOR SEE DISTRIBUTION

SUBJECT: Authorization To Utilize Password Authentication for Army Classroom Accounts

1. References:
   a. Joint Task Force-Global Network Operations Communications Tasking Order 07-015 Revision 1, Public Key Infrastructure (PKI) Implementation, Phase 2, 7 April 2008 (U/FOUO).

2. After reviewing requests to utilize password authentication for classroom accounts that allow students to access training resources, the Chief Information Officer/G-6 has concluded that password authentication is authorized in accordance with reference 1a.

3. According to reference 1a, student classroom accounts are not required to utilize PKI for authentication. Student accounts accessing the DoD Information Network must use 14-character passwords, per reference 1b.

4. The point of contact for this action is Mr. Jude Roeger: (703) 545-1749 or jude.a.roeger2.civ@mail.mil.
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