MEMORANDUM FOR SEE DISTRIBUTION

SUBJECT: Rescind Obsolete Chief Information Officer (CIO)/G-6 Policy Documents

1. References:

2. Effective immediately, this memorandum rescinds all policies listed in the enclosure.

3. The CIO/G-6 is the principal authority for information technology and network functional policy and guidance, and is responsible for ensuring IT policy is relevant and up to date. The CIO/G-6 reviewed the policy documents in the enclosure and determined that they are no longer relevant, were superseded or incorporated into other CIO/G-6 publications.

4. The point of contact for this action is Ms. Katie Griffin: 703-545-1540 or katie.m.griffin6.civ@mail.mil.

Encl

SUSAN S. LAWRENCE
Lieutenant General, GS
Chief Information Officer/G-6
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Enclosure: List of Rescinded Policies

A. Policies subsumed or superseded by AR 25-1:

1. Accelerating the Use of Commercial Off-The-Shelf (COTS) Information Technology (IT) Software and Services, 02 Feb 05.

2. Army Chief Information Officer (CIO) Compliance Assessment, 15 Feb 07.

3. Army Guidance on Voice over Internet Protocol (VoIP), 19 Dec 07.


5. Consolidated Buy (CB) of Desktop and Notebook Computers, 30 Jul 07.

6. Department of the Army (DA) Information Technology (IT) Acquisition and Procurement Policy, 12 Jun 07.

7. DoD Collaboration Interoperability Standards, 01 Nov 02.

8. Electronic and Information Technology (EIT) Accessibility Program Guidance for Video and Multimedia (MM) Products (Section 508), 13 Jul 01.

9. Ensuring Quality of Information Disseminated to the Public by the Department of Defense, 10 Feb 03.


13. AKM Guidance Memorandum #1, 08 Aug 01.

14. AKM Guidance Memorandum #2, 19 Jun 02.

15. Department of Defense (DoD) Support for the SmartBUY Initiative, 15 Sep 03.

16. FY 04 Long-Haul Communication Policy, 21 Oct 03.

17. Intra-Army Interoperability Certification, 03 Dec 00.
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22. ALARACT 102/98, Guidance for Publicly Accessible Army Websites, Sep 98.


24. ALARACT 044/00, Public Key Enabling of Private Web Servers, May 00.

25. ALARACT 124/01, DoD Public Key Infrastructure (PKI) Certificates for Senior Leaders Using Army Knowledge Online (AKO Email Accounts), Nov 01.

26. ALARACT 008/2002, Army Smart Card Reader Acquisition Guidance, Jan 02.

27. ALARACT 006/2004, AKO Mail Auto-Forwarding, Jan 04.


B. Policies subsumed or superseded by AR 25-2:

1. Army Data At Rest (DAR) Protection Strategy, 28 Sep 06.

2. Secure/ Multipurpose Internet Mail Extensions (S/MIME) Enhanced Blackberry - CryptoBerry, 14 Jan 03.


4. ALARACT 067/98, Army Approved ISS Products, Jun 98.

5. ALARACT 038/99, Certification and Accreditation (C&A) Guidance, Apr 99.
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6. ALARACT 009/01, Defense of Army Information Systems, Jan 01.

7. ALARACT 006/2003, DA Information Assurance Guidance and Procedures, Jan 03.


11. ALARACT 225/05, NetProtect, Nov 05.


15. ALARACT 152/2007, Army Data-at-Rest (DAR) Requirements, Jul 07.


19. ALARACT 182/2008, Chief Information Officer (CIO)/G-6 Information Assurance (IA) Self-Assessment and Self-Assessment Tool, Jul 08.

C. Obsolete policies:

1. Computer Hardware Re-procurement Policy, 16 Oct 01.


SAIS-GKG
SUBJECT: Rescind Obsolete Chief Information Officer (CIO)/G-6 Policy Documents

6. Enterprise Software Agreements, 02 Dec 02.
7. ALARACT 117/98, Request Website Information, Oct 98.
8. ALARACT 035/99, Use of STU-III To Protect Sensitive Army Information, Apr 99.
11. ALARACT 016/00: Army-wide Enterprise License for IT training, Feb 00.
12. ALARACT 025/00, Defense Message System (DMS) Functionality, Feb 00.
13. ALARACT 033/00: IAVA Compliance, Mar 00.
14. ALARACT 080/00: Army Key Management System (AKMS) Local COMSEC Management Software (LCMS) Workstation Fielding, Sep 00.
15. ALARACT 100/00: Army-wide Enterprise Forms Software Site License, Nov 00.
16. ALARACT 054/01, Identification of All Automated Information Systems Using AUTODIN Directly or Indirectly for Data Input or Product Output, May 01.
17. ALARACT 046/2002, Secure Telephone Unit (STU) and Secure Terminal Equipment (STE), Apr 02.
19. ALARACT 068/2002, Privacy, Personally Identifying Information (PII), and Data, Jun 02.
20. ALARACT 004/2006, DMS MR 3.1 Army Release Note 2, Jan 06.
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